
Signed by the Chief Executive Officer of CyberSecurity Malaysia, Dr. Amirudin Abdul Wahab and the Managing Director of BAE Systems Applied Intelligence, Mr. Martin Sutherland; the MoU creates a common understanding that it is desirable for both parties to work together in the development of capability and capacity in cyber security.

“We encourage local and international collaboration with key companies and organisations to provide Malaysia with the necessary technology, capability and capacity to make the Malaysian cyber environment more reliable, safe and...
trustworthy.” Said Dr. Amirudin.

A UK company, BAE Systems is a global supplier of cyber security products, solutions and services. It has invested in the development of several key technologies and capabilities which it believes would be appropriate in addressing the needs of Malaysia in realising its cyber vision.

“BAE Systems has invested, and will continue to invest, in Malaysia, not least through the establishment of its ‘Global Delivery Centre' which uses Malaysian engineering and business talent for the purpose of establishing a significant in-country capability in support of Malaysia’s vision for a safer and more secure cyberspace in Malaysia.” Said Mr. Sutherland.

Malaysia has a long history of successful business collaboration and trading with the UK. In 2011, the UK was Malaysia's fourth largest trading partner among European Union countries with a total trade of RM13.5 billion while Malaysia was UK's second largest trading partner in ASEAN. The total trade between Malaysia and the UK is expected to reach RM40 billion by 2016. Among the areas of focused between Malaysian and UK companies are education, investment, aircraft security, counter insurgency, and cyber security.

“Both CyberSecurity Malaysia and BAE Systems agree that it is necessary to establish and strengthen cooperative efforts related to development of capability and capacity in information security. We wish to formalize this collaboration under the auspices of a ‘Strategic Technology Collaboration’, which is planned to evolve over the course of time.” Added Dr. Amirudin.

“With the MoU signed, we now have the basis for business cooperation with CyberSecurity Malaysia for the purpose of developing a mutually beneficial relationship through which we can both leverage our respective knowledge, experience, capabilities and products to identify, explore and exploit commercial opportunities in relation to the provision of cyber security solutions in Malaysia.’ Mr. Sutherland added.
About BAE Systems

At BAE Systems, we serve the needs of our customers by delivering a wide range of advanced defence, aerospace and security solutions that provide a performance edge. We work together with local partners to develop, engineer, manufacture and support the innovations that increase defence sovereignty, sustain economies and safeguard commercial interests. With some 84,600 employees in six continents, we are committed to creating solutions that protect and strengthen nations, commerce, communities and people.

That’s work that inspires us. That’s BAE Systems.

Applied Intelligence is part of BAE Systems. We deliver solutions, which help our clients to protect and enhance their critical assets in the intelligence age. Our intelligent protection solutions combine large-scale data exploitation, ‘intelligence-grade’ security and complex services and solutions integration.

We operate in four key domains of expertise: cyber security, financial crime, communications intelligence and digital transformation.

Leading enterprises and government departments use our solutions to protect and enhance their physical infrastructure, mission-critical systems, valuable intellectual property, corporate information, reputation and customer relationships, competitive advantage and financial success.

About CyberSecurity Malaysia

CyberSecurity Malaysia is the national cyber security specialist agency under the purview of the Ministry of Science, Technology and Innovation (MOSTI).

The Malaysian Government gazetted the role of CyberSecurity Malaysia by Order of the Ministers of Federal Government on 22 June 2009 (revised and gazetted on 26 June 2013) by identifying CyberSecurity Malaysia as an agency that provides specialised cybersecurity services and continuously identifies possible areas that may be detrimental to national security and public safety.
CyberSecurity Malaysia is also required to support as well as provide technical assistance and training services for national cyber crisis management, as stated in Paragraph 16.1, Order No. 24 of the Dasar dan Mekanisme Pengurusan Krisis Siber Negara (Policy and Mechanism for National Cyber Crisis Management) by the National Security Council.

Website: www.CyberSecurity.my
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