
 

 
 
 
 
 

 
 

CBMR-3-RFI-1-FASTFACTCSM-V1 
 

CYBERSECURITY MALAYSIA 
FAST FACTS  

 
CORE MESSAGE 

 
• Our Vision is to be a globally recognized, National Cyber Security Reference and 

Specialist Centre by 2020. 
 
• CyberSecurity Malaysia is an agency establish as a Company Limited-by-Guarantee 

under the purview of the Ministry of Science, Technology and Innovation (MOSTI).  
 
• CyberSecurity Malaysia is the ONE-STOP cyber security REFERENCE & 

SPECIALIST CENTRE, a NATIONAL Body to oversee the e-Security aspect in 
Malaysia. 

 
• For more information: please visit our website: www.cybersecurity.my 
 
 

OUR HISTORY 
 
13 January 1997 
The Malaysian Computer Emergency Response Team (MyCERT) was established to 
address computer security issues amongst Malaysian internet users. 
 
24 January 1998 
National ICT Security and Emergency Response Centre (NISER) was born when the 
National IT Council (NITC) directed an agency to be formed to address ICT security 
issues in Malaysia. MyCERT became a part of NISER.  
 
10 April 2001 
NISER was officiated by the then Deputy Prime minister, YAB Dato’ Seri Abdullah 
Ahmad Badawi. 
 
28 September 2005 
As part of MIMOS Berhad’s rationalisation exercise, the Malaysian Cabinet decided for 
NISER to be separated from MIMOS, and established as a Company Limited by 
Guarantee, owned by the Government of Malaysia, under the purview of MOSTI  
 
7 April 2006 
To address the growing cyber threats in critical areas, the National Information 
Technology Council (NITC) Meeting 1/2006 agreed that the National Cyber Security 
Policy (NCSP) be adopted, with NISER to begin the transformation process to become 

An Agency Under 
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the Malaysian Cyber Security Centre and given the additional mandate to assist the 
government in implementing the NCSP. 
 
30 March 2007 
NISER was officially renamed CyberSecurity Malaysia and registered with the 
Companies Commission of Malaysia (CCM).   
 
20 Aug 2007 
CyberSecurity Malaysia was officially launched by the Prime Minister of Malaysia during 
the NITC Meeting 1/2007 at Cyberjaya. 
 

 
 
 
 

WHO & WHAT WE ARE ……… 
  
 
• We are your one-stop, National Cyber Security Reference and Specialist Centre. 

 
• We operate the national computer emergency response team (MyCERT) 

 
• We have a cyber emergency service centre called Cyber999™, where you can 

contact us via our website www.cybersecurity.my or email us at 
cyber999@cybersecurity.my to refer to us your cyber-related problems (such as 
malware infection, intrusion, intrusion attempts, harassment, spam, malicious 
website, etc.) 

 
• We can provide technical advice and assistance such as guiding you on the next 

steps of reporting cyber crime to the police or assisting you to retrieve digital 
information (data recovery service). 

 
• Our services include: 

 
- Cyber Emergency Response via Cyber999™ 
- Cyber Early Warning and advisories 
- Digital Forensics and Data Recovery 
- Vulnerability assessment on Critical Information Infrastructure 
- Security-rating Evaluation and Certification of ICT products based Common 

Criteria Recognition Agreement (CCRA) 
- Issuing Guidelines and Best Practices on cyber security 
- Promotion and consultancy on Information Security Management System 

(ISMS) and Business Continuity Management (BCM)  
- Research on Cyber Law and Policy 
- Professional certification, training and seminars 
- E-security awareness building and community outreach programmes. 
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• We also conduct Training and Outreach services, focusing on a range of 
educational initiatives such as introducing school children to basic internet safety 
guidelines, developing e-security awareness (for more on this, please visit 
www.esecurity.org.my), and cyber security training and certification for  
professionals. 
 

• We are the Co-founder and Chair of Asia Pacific Computer Emergency Response 
Team (APCERT). APCERT has 15 teams from 20 Economies in the Asia Pacific 
Region. 

 
• We are the Founder and Chair of the Organization of Islamic Conference – 

Computer Emergency Response Team (OIC-CERT)  
 
• We represented Malaysia in the roundtable discussion on Information Security 

Standards at the Centre for Instructor and Advanced Skill Training (CIAST) 
Conference. 

 
• We are a member of international organizations in the fields of cyber security such 

as Forum of Incident Response and Security Teams (FIRST), Common Criteria 
Recognition Agreement (CCRA), Regional Asia Information Security Exchange 
(RAISE) Forum, DigitalPhishnet, and International telecommunication Union (ITU). 

 
• We form collaborations on research, technical, and human capital development with 

international industry players such as Indonesia Security Incident Responses Team 
on Internet Infrastructure (ID-SIRTII), European Network and Information Security 
Agency (ENISA), Japan Computer Emergency Response Team (JPCERT), 
Australian Computer Emergency Response Team (AusCERT),  the International 
Information Systems Security Certification Consortium (ISC)²,  SANS Institute, 
Business Continuity Institute (BCI), and Critical Infrastructure Institute (CII). 

 
• We were conferred The BrandLaureate SMEs Chapter Award 2008 on 8th January 

2009 for brand excellence under the Corporate Branding, ICT category. 
 
 

 
 
 
Issued by: 
 
Corporate Branding & Media Relations Department 
CyberSecurity Malaysia 
 
For more information please visit www.cybersecurity.my or email us at 
info@cybersecurity.my  
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